
Lorsqu’une entreprise dispose de plusieurs installations distantes, elle est souvent 
confrontée à deux problèmes majeurs : 

•	 Des coûts de maintenance par installation, sans mutualisation possible : nombre 
d’interventions, effectifs associés, etc.

•	 Des systèmes informatiques peu homogènes : équipements et versions différentes, 
manque de mise à jour, installations plus vulnérables aux cyberattaques, etc.

Ces éléments peuvent être un frein dans le développement d’une entreprise.

Pour pallier à cela, CODRA a mis en place l’offre dédiée Edge to Service.

Codra.net

Edge to Service
Administrer ses installations 
entièrement à distance

Administrer ses supervisions entièrement à distance, 
pour des installations plus rentables et homogènes

Intervention sur sites: uniquement à la première installation1
2
3 Pilotage des installations à la fois centralisé et local

Installations sécurisées: cyber by design

4 Gestion à distance du parc installé
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Supervision autonome
Edge Node

•	 Collecte et traitement local des 
données 

•	 Toutes les fonctionnalités 
Panorama E2

•	 Store & Forward

Architecture d’une application avec Edge to Service

•	 Gestion applicative à distance 
du parc installé

•	 Service de communication 
avancée et sécurisée

•	 Architecture compatible avec 
les DMZ

•	 Supervision sécurisée 

•	 Paramétrage unifié avec les 
Edge Node

•	 Agrégation des données temps 
réel des sites

•	 Toutes les fonctionnalités de 
Panorama Suite

Management système
Edge Controller

Supervision centralisée
Hyperviseur

Gestion du parc d’applications
•	 Versions de configurations
•	 Versions applicatives 
•	 Déploiements simplifiés

Sécurité
•	 Surface d’attaque réduite
•	 Gestion automatique des 

certificats
•	 Redondance de communica-

tion


